Vous configurez les services Internet sur votre serveur d'impression afin que les utilisateurs puissent se servir d'Internet Explorer 5 pour afficher les imprimantes et gérer les documents qu'ils impriment. Quels sont les trois éléments à configurer pour que le serveur puisse prendre en charge cette tâche ?

**Vous devez configurer le serveur avec le protocole TCP/IP ainsi qu'une adresse IP statique et, si les utilisateurs se connectent au serveur en utilisant son nom d'hôte, vous devez configurer les clients et les serveurs afin qu'ils utilisent la résolution de noms DNS.**

Vous avez engagé un nouvel employé qui vous aidera à gérer plusieurs serveurs. Quelles tâches quotidiennes cet employé est-il censé exécuter ?

**L'employé doit être capable d'administrer les utilisateurs et les groupes, de gérer les imprimantes, de configurer les paramètres de sécurité, de surveiller les événements sur le réseau ainsi que l'utilisation des ressources, de sauvegarder et de restaurer les fichiers.**

**L'environnement Windows Server 2008**

En tant qu'administrateur système de votre entreprise, vous êtes chargé de déterminer les produits de la famille Windows Server 2008 susceptibles d'être installés sur un serveur destiné à jouer le rôle de contrôleur de domaine. Parmi les propositions suivantes, quels produits de la famille Windows Server 2008 choisiriez-vous ? Sélectionnez toutes les bonnes réponses.

1. Windows Server 2008, Standard Edition
2. Windows Server 2008 Enterprise Edition
3. Windows Server 2008, Web Edition
4. Windows Server 2008, Datacenter Edition

**a, b et d sont les bonnes réponses. Seul Windows Server 2008 Web Edition ne prend pas en charge l'installation du service d'annuaire Active Directory.**

**Ouverture de session sur Windows Server 2008**

Un utilisateur vous informe qu'il peut ouvrir une session sur son ordinateur mais il ne peut pas accéder aux ressources réseau, comme les dossiers partagés. Vous déterminer qu'il possède toutes les permissions et les appartenances aux groupes appropriées, mais il ne peut toujours pas accéder aux ressources partagées. Quelle peut être la cause de ce problème ?

1. L'utilisateur a tapé un mot de passe erroné.
2. L'utilisateur a ouvert une session sur le domaine et non sur l'ordinateur local.
3. L'utilisateur a ouvert une session sur l'ordinateur local et non sur le domaine.
4. L'utilisateur a tenté d'accéder à un dossier partagé alors qu'il n'a pas les autorisations appropriées.

**c est la bonne . L'utilisateur a ouvert une session sur son ordinateur local et non sur le domaine. Il peut ainsi ouvrir une session et utiliser son ordinateur local mais il ne peut pas accéder au réseau ni aux ressources partagées accessibles à son compte de domaine.**

En tant qu'administrateur système d'une société de marketing possédant plusieurs sites, vous êtes chargé de gérer les serveurs de fichiers de votre groupe. Vous avez déterminé la nécessité d'installer le Pack des outils d'administration Windows Server 2008 sur votre poste de travail. Quels éléments devez-vous déterminer avant d'installer les outils d'administration ?

1. Le système d'exploitation est Windows XP et vous avez les droits d'administrateur local.
2. Le système d'exploitation est Microsoft Windows 2000 Professionnel et vous avez les droits d'utilisateur local.
3. Le système d'exploitation est Windows XP et vous avez les droits d'utilisateur de domaine.
4. Le système d'exploitation est Windows 2000 Professionnel et vous avez les droits d'administrateur de domaine.

**a est la bonne . Il n'est possible d'installer les outils d'administration Windows que sur des ordinateurs Windows XP Professionnel ou Windows Server 2008 et leur utilisation requiert les droits d'administrateur local.**

**Déplacement des objets de domaine**

Vous êtes responsable de l'administration des comptes d'utilisateurs de votre groupe. À mesure que s'est développée votre entreprise, d'autres administrateurs se sont vu attribuer l'administration des comptes d'utilisateurs au sein de la société. Il a été décidé que l'administration des comptes d'utilisateurs serait déléguée par région. Les unités d'organisation appropriées ont été créées. Comment devez-vous alors alimenter les nouvelles unités d'organisation ? Sélectionnez toutes les bonnes réponses.

1. En créant dans les nouvelles unités d'organisation des comptes pour les utilisateurs dans les différentes régions.
2. En recherchant l'attribut Région dans Active Directory, puis en déplaçant les comptes d'utilisateurs appropriés vers les unités d'organisation appropriées.
3. En créant dans les nouvelles unités d'organisation des comptes d'ordinateurs pour les utilisateurs dans les différentes régions.
4. En recherchant l'attribut Bureau dans Active Directory, puis en déplaçant les comptes d'utilisateurs appropriés vers les unités d'organisation appropriées.

**b est la bonne .**

**La a est incorrecte car il n'est pas nécessaire de créer des comptes. Vous pouvez déplacer les comptes existants vers les unités d'organisation appropriées.**

**La b est correcte car les comptes appropriés sont renvoyés lorsque vous utilisez l'attribut Région. Vous pouvez ensuite déplacer les comptes adéquats.**

**La c est incorrecte car il n'est pas nécessaire de créer des comptes dans cette situation.**

**La d est incorrecte car l'attribut Bureau ne renvoie pas les informations requises.**

**Création de groupes**

Vous êtes l'administrateur système du service d'administration du personnel d'un hôpital. Vous appartenez au domaine admin.hospital.msft, qui s'exécute en mode natif. Le domaine Windows Server 2008 contient plusieurs dossiers partagés et vous devez vous assurer que tous les utilisateurs ont des autorisations sur ces dossiers. Les médecins, les aide-soignants et le personnel administratif doivent avoir des autorisations. Les comptes du personnel administratif se trouvent dans votre domaine. En revanche, les comptes des médecins et des aide-soignants se trouvent dans le domaine staff.hospital.msft.

Vous vous êtes organisé pour collaborer avec l'administrateur du domaine staff.hospital.msft afin de vous assurer que la stratégie de groupe est correcte. Quelle stratégie devez-vous choisir ?

1. Créer un groupe global appelé Personnel dans le domaine du personnel. Créer un groupe global appelé Personnel administratif dans le domaine administratif. Créer un groupe universel et y ajouter les groupes Personnel et Personnel administratif en tant que membres. Octroyer des autorisations au groupe universel.
2. Créer un groupe global appelé Personnel dans le domaine du personnel. Créer un groupe global appelé Personnel administratif dans le domaine administratif. Créer un groupe de domaine local dans le domaine Personnel et y ajouter les groupes Personnel et Personnel administratif en tant que membres. Octroyer des autorisations au groupe de domaine local.
3. Créer un groupe de domaine local appelé Admin dans le domaine administratif. Ajouter les comptes du personnel administratif dans le groupe de domaine local. Ajouter les comptes des médecins et des aide-soignants dans le groupe de domaine local. Octroyer des autorisations au groupe de domaine local.
4. Créer un groupe universel appelé Admin. Ajouter les comptes du personnel administratif dans le groupe universel. Ajouter les comptes des médecins et des aide-soignants dans le groupe universel. Octroyer des autorisations au groupe universel.

**b est la bonne . La création d'un groupe global dans chaque domaine offre plus de souplesse. En créant un groupe de domaine local et en accordant des autorisations, vous pouvez ajouter facilement un autre groupe global à tout moment.**

**Administration de l'appartenance à un groupe**

Vous êtes responsable de l'administration des groupes au sein de votre entreprise. Pour optimiser l'utilisation des groupes pour les tâches d'administration, déterminez parmi les objets suivants ceux qui ne peuvent pas être placés dans un groupe de sécurité de domaine local.

1. Contact
2. Utilisateur
3. Ordinateur
4. Groupe global
5. Groupe de domaine local

**a est la bonne . Un contact n'est pas un objet de sécurité.**

**Stratégies d'utilisation des groupes**

Vous êtes responsable de la création des groupes des utilisateurs de votre service. Un plan décrivant la hiérarchie de groupes finale à créer vous est remis. Avant de commencer à créer ces groupes, vous devez déterminer l'impact de l'ajout de groupes dans d'autres groupes. Parmi les énoncés suivants, lesquels décrivent l'impact de l'ajout de groupes dans d'autres groupes ? Sélectionnez toutes les bonnes réponses.

1. L'ajout de groupes dans d'autres groupes peut entraîner l'augmentation du nombre d'autorisations à attribuer, mais améliore la sécurité réseau globale.
2. L'ajout de groupes dans d'autres groupes permet de réduire le nombre d'autorisations à attribuer.
3. L'ajout de groupes dans d'autres groupes permet de réduire le nombre de licences clientes à acheter.
4. L'ajout de groupes dans d'autres groupes simplifient la modification des autorisations.

**b et d sont les bonnes réponses.**

**Recherche de comptes d'utilisateurs et de comptes d'ordinateurs dans Active Directory**

Vous êtes chargé de garantir aux utilisateurs la recherche aussi aisée que possible des comptes d'utilisateurs et des comptes d'ordinateurs. Vous devez créer un document décrivant les propriétés qui permettent aux utilisateurs de rechercher des utilisateurs ou des ordinateurs de votre groupe. Au vu des propriétés de comptes par défaut, lesquelles parmi les propriétés suivantes devez-vous inclure dans votre document ? Sélectionnez toutes les bonnes réponses.

1. Numéro de sécurité sociale
2. Responsable
3. Service
4. Pays/région
5. Géré par
6. Page Web

**b, c, d et e sont les bonnes réponses.**

**Recherche de comptes d'utilisateurs et de comptes d'ordinateurs dans Active Directory**

Vous êtes l'administrateur responsable de la création, de l'administration et de l'organisation des comptes d'utilisateurs et des comptes d'ordinateurs de votre entreprise. Vous devez créer un document décrivant le meilleur moyen de rechercher dans Active Directory les comptes d'ordinateurs d'une unité d'organisation spécifique. Parmi les options suivantes, lesquelles devez-vous inclure dans votre document ?

1. Rechercher l'unité d'organisation en utilisant des ordinateurs comme critères.
2. Rechercher l'unité d'organisation, puis rechercher les ordinateurs dans les résultats.
3. Rechercher des ordinateurs en utilisant l'unité d'organisation comme critère.
4. Rechercher tous les ordinateurs, puis rechercher l'unité d'organisation appropriée dans les résultats.

**c est la bonne . Elle renvoie tous les ordinateurs sur la base de l'unité d'organisation.**

**Enregistrement des requêtes**

Vous avez déterminé le meilleur moyen de rechercher des objets Active Directory et décrit vos critères de recherche recommandés. Toutefois, les administrateurs vous font savoir que la création et l'exécution des recherches sont trop longues. Après analyse, vous déterminez que la plupart des administrateurs système recherchent les mêmes informations. Comment faire pour accélérer le processus de recherche ?

1. Spécifier plusieurs critères dans une recherche personnalisée.
2. Normaliser les procédures de recherche.
3. Créer des requêtes enregistrées pour les recherches courantes effectuées par les administrateurs système.
4. Créer des requêtes enregistrées pour chaque recherche que vous ou les administrateurs système effectuez.

**c est la bonne .**

**Vue d'ensemble de l'administration des accès aux ressources**

Parmi les énoncés suivants, lesquels sont vrais ? Sélectionnez toutes les bonnes réponses.

1. Vous pouvez accorder implicitement l'autorisation Autoriser à une ressource.
2. Vous pouvez accorder implicitement et explicitement l'autorisation Refuser à la même ressource.
3. Vous ne pouvez accorder implicitement l'autorisation Autoriser à une ressource que si vous lui accordez également de façon implicite l'autorisation Refuser.
4. Vous pouvez accorder implicitement l'autorisation Refuser à une ressource si vous lui accordez également de façon explicite l'autorisation Autoriser.
5. Vous ne pouvez pas accorder implicitement l'autorisation Refuser à une ressource si vous lui accordez également de façon explicite l'autorisation Autoriser.

**b et e sont les bonnes réponses.**

**Configuration d'une étendue DHCP**

Vous êtes chargé de configurer les étendues DHCP pour un réseau qui comprend deux serveurs DHCP et les trois sous-réseaux suivants :

Sous-réseau A = 645 hôtes

Sous-réseau B = 128 hôtes

Sous-réseau C = 550 hôtes

Plusieurs jours après la configuration des étendues DHCP, vous êtes informé que certains hôtes du sous-réseau A ne peuvent pas accéder aux ressources de sous-réseaux distants. Quelles sont les causes probables de ce problème ?

Choisissez toutes les réponses appropriées.

1. Aucune étendue n'a été configurée pour le sous-réseau B.
2. Aucune étendue n'a été activée pour le sous-réseau A.
3. Une étendue est configurée pour le sous-réseau A sur les deux serveurs DHCP, mais les options de routeur sont différentes.
4. Une étendue est configurée pour le sous-réseau A sur les deux serveurs DHCP, mais les options de masque de sous-réseau sont différentes.

**b et c sont les bonnes réponses.**

**a. Cette situation pourrait empêcher la connexion aux ressources du sous-réseau B parce que les ordinateurs de ce sous-réseau n'ont pas reçu leur configuration d'adresse IP, mais le problème concerne les ordinateurs du sous-réseau A parce que qu'ils ne peuvent se connecter à aucune des ressources des autres sous-réseaux.**

**b. Si aucune étendue n'a été configurée pour le sous-réseau A, les adresses IP des clients ne peuvent pas être configurées. Ces clients ne peuvent accéder à aucune ressource des sous-réseaux (y compris du leur), à l'exception des clients qui ont reçu une adresse IP allouée automatiquement.**

**c. Si l'option de routeur est incorrectement configurée, les clients DHCP du sous-réseau A ne peuvent pas se connecter aux ressources des autres sous-réseaux. En revanche, ils ont accès aux ressources de leur propre sous-réseau.**

**d. Si les masques de sous-réseau étaient différents, les clients qui ont reçu des adresses IP d'un serveur DHCP donné ne pourraient pas communiquer avec les autres clients ayant reçu des informations de configuration IP de l'autre serveur DHCP, même au sein de leur propre sous-réseau.**

**Configuration d'une réservation DHCP**

Vous êtes chargé de gérer DHCP au sein de votre groupe. Vous devez donc déterminer quels hôtes ont besoin d'une réservation de bail DHCP. Parmi les hôtes suivants, lesquels sont plus susceptibles de nécessiter une réservation de bail DHCP ?

Choisissez toutes les réponses appropriées.

1. Serveurs de fichiers
2. Stations de travail des administrateurs
3. Serveurs membres utilisés par les développeurs pour tester les applications
4. Serveurs d'impression
5. Ordinateurs portables qui passent d'un sous-réseau à un autre

**a et d sont les bonnes réponses.**

**a. Vous pouvez utiliser des réservations pour les serveurs DHCP qui doivent posséder la même adresse IP sur votre réseau, tels que les serveurs de fichiers et d'impression ou autres serveurs d'applications.**

**b. En raison de la nature dynamique des autres clients (stations de travail ou ordinateurs portables) et de la charge administrative associée à la création de réservations, ces clients ne devraient normalement pas être configurés avec des réservations.**

**c. En raison de la nature dynamique des autres clients (stations de travail ou ordinateurs portables) et de la charge administrative associée à la création de réservations, ces clients ne devraient normalement pas être configurés avec des réservations.**

**d. Vous pouvez utiliser des réservations pour les serveurs DHCP qui doivent posséder la même adresse IP sur votre réseau, tels que les serveurs de fichiers et d'impression ou autres serveurs d'applications.**

**e. En raison de la nature dynamique des autres clients (stations de travail ou ordinateurs portables) et de la charge administrative associée à la création de réservations, ces clients ne devraient normalement pas être configurés avec des réservations.**

**Configuration des options DHCP**

Vous êtes chargé de configurer et gérer la connectivité des clients aux ressources serveur pour votre organisation. Vous apprenez que des ordinateurs clients appartenant à l'un des sous-réseaux de votre bâtiment ne peuvent plus accéder aux ressources du serveur. En isolant le problème, vous découvrez que les clients arrivent à accéder aux ressources qui résident sur les serveurs de leur propre sous-réseau, mais pas aux ressources serveur des autres sous-réseaux. Vous apprenez que le serveur DHCP qui dessert ce sous-réseau a été reconfiguré un peu plus tôt dans la journée. Quelle option d'étendue DHCP devez-vous vérifier ensuite ?

Choisissez la réponse correcte.

1. **Serveur DNS**
2. **Tous les sous-réseaux sont locaux**
3. **Routeur**
4. **Découverte du routeur**

**La réponse correcte est c.**

**a. Si la définition du Serveur DNS était incorrecte, les clients ne pourraient accéder à aucun des serveurs (même au sein de leur propre sous-réseau).**

**b. « Tous les sous-réseaux sont locaux » n'est pas une option d'étendue disponible.**

**c. Si l'option de routeur n'a pas été correctement spécifiée, les clients ne peuvent pas se connecter aux ressources extérieures à leur propre sous-réseau car ils ne savent pas quelle adresse IP utiliser pour sortir du sous-réseau local.**

**d. L'exécution d'une procédure de découverte de routeur n'est pas une option d'étendue disponible.**

**Configuration d'un agent de relais DHCP**

Parmi les quatre scénarios suivants, lequel nécessite davantage une solution d'agent de relais DHCP ?

Choisissez la réponse correcte.

1. Un seul sous-réseau, de nombreux hôtes, un serveur DHCP disponible sur le sous-réseau
2. Un seul sous-réseau, hôtes peu nombreux, un serveur DHCP disponible sur le sous-réseau
3. Plusieurs sous-réseaux, de nombreux hôtes, serveur DHCP indisponible sur un sous-réseau, routeur conforme aux spécifications de la RFC 1542
4. Plusieurs sous-réseaux, peu d'hôtes, serveur DHCP indisponible sur un sous-réseau, routeur non conforme aux spécifications de la RFC 1542

**La réponse correcte est d.**

**a. Si le serveur DHCP se trouve dans le sous-réseau local, il n'est pas nécessaire d'avoir une méthode permettant de recevoir des adresses IP provenant de l'extérieur du sous-réseau local.**

**b. Un agent de relais DHCP est un ordinateur ou un routeur configuré pour écouter les diffusions DHCP/BOOTP en provenance de clients DHCP et les transmettre aux serveurs DHCP sur différents sous-réseaux. En l'absence d'autres sous-réseaux, l'agent de relais ne fonctionne pas.**

**c. Si le routeur est conforme aux spécifications de la RFC 1542, il transmet les messages DHCP entre les sous-réseaux et aucun agent de relais DHCP n'est nécessaire.**

**d. Si le routeur n'est pas conforme aux spécifications de la RFC 1542, il ne transmet pas les messages DHCP entre les sous-réseaux et un agent de relais DHCP est nécessaire.**

**Gestion et analyse du service DHCP**

Vous êtes administrateur système, responsable de la gestion et de la maintenance des serveurs DHCP de votre entreprise. Pour équilibrer la charge DHCP d'un sous-réseau donné, vous avez mis en œuvre un serveur DHCP supplémentaire. Quelles statistiques DHCP utiliseriez-vous pour déterminer le nombre de baux DHCP utilisés par chaque serveur ?

Choisissez toutes les réponses appropriées.

1. Offres
2. Libérations
3. Refus
4. En cours d'utilisation
5. Accusés de réception négatifs

**La réponse correcte est d.**

**a. La statistique Offres indique combien de DHCPOFFERS client ont été envoyés par le serveur DHCP.**

**b. La statistique Libérations indique le nombre de DHCPRELEASES client reçus par le serveur DHCP.**

**c. La statistique Refus indique le nombre de DHCPDECLINES client reçus par le serveur DHCP.**

**d. La statistique En cours d'utilisation indique le nombre d'adresses IP qui sont actuellement louées et en cours d'utilisation.**

**e. La statistique Accusés de réception négatifs indique le nombre de DHCPNACKS client envoyés par le serveur DHCP.**

**Base de données DHCP**

Vous êtes administrateur système, responsable de la gestion et de la maintenance des serveurs DHCP de votre entreprise. Vous êtes chargé de créer un atelier de tests qui représente l'environnement de production actuel le plus fidèlement possible. En ce qui concerne la portion DHCP de l'environnement de test, vous préférez utiliser la configuration actuelle de serveur DHCP pour votre sous-réseau. Le réseau de l'atelier sera complètement isolé du reste du réseau de production. Comment pouvez-vous recréer rapidement la configuration DHCP de production actuelle dans votre atelier ?

Choisissez la réponse correcte.

1. Réconcilier la base de données DHCP actuelle, puis la copier sur le nouveau serveur DHCP de l'atelier de tests.
2. Sauvegarder la base de données DHCP actuelle, puis la copier sur le nouveau serveur DHCP de l'atelier de tests.
3. Sauvegarder la base de données DHCP actuelle, puis la restaurer sur le serveur DHCP de l'atelier de tests.
4. Sauvegarder la base de données DHCP actuelle, puis la réconcilier sur le serveur DHCP de l'atelier de tests.

**La réponse correcte est c.**

**a. La réconciliation est le processus qui compare les valeurs de la base de données DHCP aux valeurs du registre DHCP. Le fait de copier la base de données ne va pas peupler la base de données DHCP sur l'autre serveur DHCP, sauf si vous procédez également à sa restauration sur le nouveau serveur DHCP. b. Une simple copie de la base de données sur le nouveau serveur DHCP de l'atelier de tests n'ajoutera pas les informations de configuration DHCP à la base de données.**

**c. Il s'agit de la même procédure que pour une récupération après une panne de matériel. Sauvegardez la base de données actuelle, puis restaurez-la sur le nouveau serveur DHCP en utilisant les informations sauvegardées.**

**d. La réconciliation est le processus qui compare les valeurs de la base de données DHCP aux valeurs du registre DHCP. La réconciliation ne va pas propager la base de données sur un autre serveur.**

**Affichage des statistiques DHCP**

Vous êtes administrateur système, responsable de la gestion et de la maintenance des serveurs DHCP de votre entreprise. Vous devez évaluer l'efficacité de vos serveurs DHCP. L'efficacité suppose un faible nombre de problèmes de bail client et des erreurs du service DHCP aussi rares que possible. Parmi les options d'enregistrement d'audit DHCP suivantes, laquelle allez-vous prendre en compte pour évaluer l'efficacité du service DHCP ?

Choisissez toutes les réponses appropriées.

1. Le journal a été mis en pause de façon temporaire en raison d'un manque d'espace disque.
2. Un bail a expiré.
3. Une demande de bail n'a pas pu être satisfaite car le pool d'adresses de l'étendue était épuisé.
4. Un bail a été supprimé.
5. Un bail a été refusé.

**a, c et e sont les bonnes réponses.**

**a. Cela indique une erreur du service DHCP. Si le fichier journal est en pause, il sera plus difficile d'effectuer le suivi des autres problèmes du service.**

**b.**

**c. Cela indique une erreur de bail client qui doit faire l'objet d'un suivi.**

**d.**

**e. Cela indique une erreur de bail client qui doit faire l'objet d'un suivi. Il peut également s'agir d'un problème du service DHCP.**

**Configuration des propriétés du service Serveur DNS**

Vous êtes administrateur système responsable du maintien de la résolution de noms d'hôtes DNS pour votre entreprise. Vous apprenez que certains clients rencontrent des problèmes pour accéder aux ressources Internet. Vous avez vérifié que toutes les connexions au serveur et aux services DNS fonctionnent correctement. Vous avez déterminé qu'il s'agissait d'un problème de résolution de noms. Les clients peuvent résoudre les noms pour hôtes situés à l'intérieur de votre organisation. Quelle est la cause probable de ce problème ?

Choisissez la réponse correcte.

1. Des indications de racine DNS manquent ou sont incorrectement configurées.
2. Le serveur DNS local ne fait pas autorité pour les domaines DNS Internet.
3. Les demandes itératives sont désactivées sur les serveurs DNS.
4. Les demandes récursives sont désactivées sur les serveurs DNS.

**La réponse correcte est a.**

**a. Les indications de racine sont des enregistrements de ressources DNS, stockés sur un serveur DNS, qui dressent la liste des adresses IP des serveurs DNS racine sur Internet. Si les indications de racine DNS manquent ou sont incorrectement configurées, le serveur DNS ne peut pas acheminer les requêtes relatives au domaine Internet interrogé.**

**b. Le serveur DNS local ne fait autorité que pour le domaine DNS de l'organisation. Les serveurs DNS Internet font autorité pour tous les domaines DNS de premier niveau.**

**c. Il est impossible de désactiver des requêtes itératives sur le serveur DNS.**

**d. Si des requêtes récursives sont désactivées sur le serveur DNS, ce dernier renvoie des références DNS au client. Le client peut donc toujours se connecter aux ressources Internet.**

**Configuration des zones DNS**

Vous êtes chargé de configurer un nouveau serveur DNS dans une succursale de votre entreprise. Cette succursale est connectée au siège via une liaison à faible débit et votre objectif est de réduire le trafic de résolution DNS sur cette liaison. 150 clients et 4 serveurs affectés à cette succursale doivent pouvoir accéder à toutes les ressources du siège et de la succursale. Tous les services DNS seront gérés par le département informatique qui est situé dans les locaux du siège. Parmi les types de zones DNS suivants, lequel répond à toutes ces exigences sans ajouter des tâches de gestion pour la succursale ?

Choisissez la réponse correcte.

1. Zone primaire
2. Zone secondaire
3. Zone de stub

**La réponse correcte est b.**

**a. Une zone primaire répond à vos besoins, mais va également accroître la charge de gestion.**

**b. Une zone secondaire est une copie de la zone DNS qui contient une copie en lecture seule de la zone DNS. Dans la mesure où la gestion du système DNS va rester au siège, l'utilisation d'une zone secondaire répondra aux besoins sans ajouter de tâches de gestion supplémentaires.**

**c. Les zones de stub sont des copies d'une zone qui ne contiennent que les enregistrements de ressources nécessaires à l'identification du serveur DNS faisant autorité pour cette zone. Configurer le serveur DNS avec une zone de stub ne répondra pas aux besoins de la succursale.**

**Configuration des mises à jour dynamiques DNS**

En tant qu'administrateur système, vous êtes responsable de la gestion et de la configuration des serveurs DNS de votre entreprise. Vous avez été chargé de déterminer les avantages potentiels de zones intégrées à Active Directory par rapport aux types de zones standard actuellement implémentés. Parmi les propositions suivantes, lesquelles décrivent des avantages liés à l'utilisation de zones intégrées à Active Directory ?

Choisissez toutes les réponses appropriées.

1. Elles permettent des mises à jour dynamiques sécurisées.
2. Elles offrent une prise en charge avancée des enregistrements SRV.
3. Elles éliminent le fichier de base de données de zone.
4. Elles utilisent la réplication de maîtres multiples pour mettre à jour les contrôleurs de domaine.

**a, c et d sont les bonnes réponses.**

**a. Les zones DNS intégrées à Active Directory permettent d'autoriser uniquement les mises à jour dynamiques sécurisées et non à la fois les mises à jour sécurisées et non sécurisées sur une zone DNS non intégrée à Active Directory.**

**c. Les mappages de nom à adresse IP correspondant aux ordinateurs situés dans une zone sont stockés dans un fichier de base de données de zone sur un serveur DNS non intégré à Active Directory. Sur un serveur DNS intégré à Active Directory, les données de zone sont stockées dans Active Directory et non dans un fichier de base de données de zone local.**

**d. Dans une zone DNS intégrée à Active Directory, les données de zone sont stockées dans Active Directory, ce qui autorise un modèle à maîtres multiples. Chaque contrôleur de domaine peut gérer les modifications apportées à la zone DNS.**

**Configuration des transferts de zone DNS**

En tant qu'administrateur système, vous êtes responsable de la gestion et de la configuration des serveurs DNS de votre entreprise. Vous pouvez contrôler à quelle fréquence et à quel moment un transfert de zone se produit en modifiant l'enregistrement de ressource SOA. Quelle valeur allez-vous augmenter pour imposer un transfert de zone ?

Choisissez la réponse correcte.

1. Numéro de série
2. Intervalle d'actualisation
3. Intervalle avant nouvelle tentative
4. Durée d'expiration
5. Durée de vie minimale

**La réponse correcte est a.**

**a. Le numéro de série fait l'objet d'une vérification entre serveurs DNS. Un transfert de zone se produit lorsque les numéros de série sont différents. En modifiant le numéro de série, vous imposez un transfert de zone ponctuel.**  
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**Leçon : Délégation d'autorité pour les zones**

En tant qu'administrateur système, vous êtes responsable de la gestion et de la configuration des serveurs DNS de votre entreprise. Vous devez déterminer s'il convient de déléguer une zone DNS pour votre organisation. Parmi les propositions suivantes, lesquelles décrivent des avantages potentiels de la délégation de zone DNS ?

Choisissez toutes les réponses appropriées.

1. Possibilité de répartir les tâches de gestion DNS entre des groupes plus restreints.
2. Possibilité d'étendre l'espace de noms DNS.
3. Accès aux ressources Internet.

**a et b sont les bonnes réponses.**

**a. La délégation de zone DNS permet de déléguer la gestion d'une partie de l'espace de noms DNS à un autre site ou service de l'organisation.**

**b. La délégation de zone DNS permet d'étendre l'espace de noms en ajoutant des sous-domaines (par exemple, pour prendre en charge l'ouverture d'une nouvelle succursale ou d'un nouveau site).**

**Configuration des propriétés du service Serveur DNS**

Vous êtes administrateur système responsable du maintien de la résolution de noms d'hôtes DNS pour votre entreprise. Vous apprenez que certains clients rencontrent des problèmes pour accéder aux ressources Internet. Vous avez vérifié que toutes les connexions au serveur et aux services DNS fonctionnent correctement. Vous avez déterminé qu'il s'agissait d'un problème de résolution de noms. Les clients peuvent résoudre les noms pour hôtes situés à l'intérieur de votre organisation. Quelle est la cause probable de ce problème ?

Choisissez la réponse correcte.

1. Des indications de racine DNS manquent ou sont incorrectement configurées.
2. Le serveur DNS local ne fait pas autorité pour les domaines DNS Internet.
3. Les demandes itératives sont désactivées sur les serveurs DNS.
4. Les demandes récursives sont désactivées sur les serveurs DNS.

**La réponse correcte est a.**

**a. Les indications de racine sont des enregistrements de ressources DNS, stockés sur un serveur DNS, qui dressent la liste des adresses IP des serveurs DNS racine sur Internet. Si les indications de racine DNS manquent ou sont incorrectement configurées, le serveur DNS ne peut pas acheminer les requêtes relatives au domaine Internet interrogé.**

**b. Le serveur DNS local ne fait autorité que pour le domaine DNS de l'organisation. Les serveurs DNS Internet font autorité pour tous les domaines DNS de premier niveau.**

**c. Il est impossible de désactiver des requêtes itératives sur le serveur DNS.**

**d. Si des requêtes récursives sont désactivées sur le serveur DNS, ce dernier renvoie des références DNS au client. Le client peut donc toujours se connecter aux ressources Internet.**

**Configuration des zones DNS**

Vous êtes chargé de configurer un nouveau serveur DNS dans une succursale de votre entreprise. Cette succursale est connectée au siège via une liaison à faible débit et votre objectif est de réduire le trafic de résolution DNS sur cette liaison. 150 clients et 4 serveurs affectés à cette succursale doivent pouvoir accéder à toutes les ressources du siège et de la succursale. Tous les services DNS seront gérés par le département informatique qui est situé dans les locaux du siège. Parmi les types de zones DNS suivants, lequel répond à toutes ces exigences sans ajouter des tâches de gestion pour la succursale ?

Choisissez la réponse correcte.

1. Zone primaire
2. Zone secondaire
3. Zone de stub

**La réponse correcte est b.**

**a. Une zone primaire répond à vos besoins, mais va également accroître la charge de gestion.**

**b. Une zone secondaire est une copie de la zone DNS qui contient une copie en lecture seule de la zone DNS. Dans la mesure où la gestion du système DNS va rester au siège, l'utilisation d'une zone secondaire répondra aux besoins sans ajouter de tâches de gestion supplémentaires.**

**c. Les zones de stub sont des copies d'une zone qui ne contiennent que les enregistrements de ressources nécessaires à l'identification du serveur DNS faisant autorité pour cette zone. Configurer le serveur DNS avec une zone de stub ne répondra pas aux besoins de la succursale.**

**Configuration des mises à jour dynamiques DNS**

En tant qu'administrateur système, vous êtes responsable de la gestion et de la configuration des serveurs DNS de votre entreprise. Vous avez été chargé de déterminer les avantages potentiels de zones intégrées à Active Directory par rapport aux types de zones standard actuellement implémentés. Parmi les propositions suivantes, lesquelles décrivent des avantages liés à l'utilisation de zones intégrées à Active Directory ?

Choisissez toutes les réponses appropriées.

1. Elles permettent des mises à jour dynamiques sécurisées.
2. Elles offrent une prise en charge avancée des enregistrements SRV.
3. Elles éliminent le fichier de base de données de zone.
4. Elles utilisent la réplication de maîtres multiples pour mettre à jour les contrôleurs de domaine.

**a, c et d sont les bonnes réponses.**

**a. Les zones DNS intégrées à Active Directory permettent d'autoriser uniquement les mises à jour dynamiques sécurisées et non à la fois les mises à jour sécurisées et non sécurisées sur une zone DNS non intégrée à Active Directory.**

**c. Les mappages de nom à adresse IP correspondant aux ordinateurs situés dans une zone sont stockés dans un fichier de base de données de zone sur un serveur DNS non intégré à Active Directory. Sur un serveur DNS intégré à Active Directory, les données de zone sont stockées dans Active Directory et non dans un fichier de base de données de zone local.**

**d. Dans une zone DNS intégrée à Active Directory, les données de zone sont stockées dans Active Directory, ce qui autorise un modèle à maîtres multiples. Chaque contrôleur de domaine peut gérer les modifications apportées à la zone DNS.**

**Configuration des transferts de zone DNS**

En tant qu'administrateur système, vous êtes responsable de la gestion et de la configuration des serveurs DNS de votre entreprise. Vous pouvez contrôler à quelle fréquence et à quel moment un transfert de zone se produit en modifiant l'enregistrement de ressource SOA. Quelle valeur allez-vous augmenter pour imposer un transfert de zone ?

Choisissez la réponse correcte.

1. Numéro de série
2. Intervalle d'actualisation
3. Intervalle avant nouvelle tentative
4. Durée d'expiration
5. Durée de vie minimale

**La réponse correcte est a.**

**a. Le numéro de série fait l'objet d'une vérification entre serveurs DNS. Un transfert de zone se produit lorsque les numéros de série sont différents. En modifiant le numéro de série, vous imposez un transfert de zone ponctuel.**

**Délégation d'autorité pour les zones**

En tant qu'administrateur système, vous êtes responsable de la gestion et de la configuration des serveurs DNS de votre entreprise. Vous devez déterminer s'il convient de déléguer une zone DNS pour votre organisation. Parmi les propositions suivantes, lesquelles décrivent des avantages potentiels de la délégation de zone DNS ?

Choisissez toutes les réponses appropriées.

1. Possibilité de répartir les tâches de gestion DNS entre des groupes plus restreints.
2. Possibilité d'étendre l'espace de noms DNS.
3. Accès aux ressources Internet.

**a et b sont les bonnes réponses.**

**a. La délégation de zone DNS permet de déléguer la gestion d'une partie de l'espace de noms DNS à un autre site ou service de l'organisation.**

**b. La délégation de zone DNS permet d'étendre l'espace de noms en ajoutant des sous-domaines (par exemple, pour prendre en charge l'ouverture d'une nouvelle succursale ou d'un nouveau site).**

**Configuration de la valeur de durée de vie**

Parmi les propositions suivantes, lesquelles justifient une analyse des valeurs de durée de vie sur vos zones DNS ?

Choisissez toutes les réponses appropriées.

1. Le trafic lié aux requêtes augmente car les clients DNS demandent des informations dont la durée de vie a expiré dans leur cache.
2. Le cache de résolution d'un client DNS contient peut-être des enregistrements obsolètes.
3. Un client DNS n'est pas en mesure de résoudre des noms d'hôtes.
4. Le trafic lié aux requêtes DNS diminue car les clients DNS demandent ces informations lorsqu'elles ont expiré dans leur cache de résolution.

**a et b sont les bonnes réponses.**

**La durée de vie d'un enregistrement de ressource indique combien de temps cet enregistrement demeure en mémoire cache avant d'expirer. Si vous augmentez la durée de vie pour une zone, cela signifie que les clients DNS conserveront plus longtemps les enregistrements de ressources en mémoire cache et n'auront pas à interroger le service DNS pendant tout ce temps. Si la durée de vie est trop élevée, il se peut que les clients DNS conservent des informations qui sont déjà obsolètes.**

**Test de la configuration du serveur DNS**

Vous voulez vérifier que le serveur DNS renvoie les résultats des requêtes de façon régulière. Sous l'onglet **Analyse** de la boîte de dialogue **Propriétés de** **serveur\_DNS**, vous pouvez programmer le serveur pour qu'il effectue un test au niveau des clients. Quel type de requête pouvez-vous utiliser pour tester les résultats des clients ?

Choisissez toutes les réponses appropriées.

1. Requête récursive
2. Requête simple
3. Requête détaillée
4. Requête régulière

**a et b sont les bonnes réponses. Sous l'onglet Analyse, vous pouvez effectuer une requête simple ou une requête récursive. Vous pouvez également configurer ces requêtes pour qu'elles s'exécutent automatiquement à intervalles réguliers.**

**La requête détaillée n'est pas une option disponible.**